**Перевод денежных средств от неизвестного лица!**

В первую очередь нужно убедиться, что деньги действительно поступили на счет. Иногда мошенники отправляют СМС-сообщения, в которых говорится о «переводе», но в действительности никто средства не перечислял.

Если деньги все же оказались на вашем счете, сообщите об этом своему банку. Специалисты проведут проверку поступления средств от незнакомца.

Уловка заключается в том, что мошенники могут связаться с получателем и попросить вернуть деньги на другие реквизиты. В МВД подчеркнули, что соглашаться на это нельзя.

Это может быть мошенническая схема (например, с последующим шантажом в связи с переводом «террористу» или транзитным переводом украденных денег через вашу карту). Все операции по возврату должны осуществляться через ваш банк.

Также стоит учитывать, что тратить деньги нельзя. Использование таких средств может быть расценено как необоснованное обогащение. В таком случае придется не только вернуть сумму, но и оплатить возможные судебные издержки.

В МВД добавили, что необходимо сохранять все контакты с предполагаемым отправителем. Речь идет как о сообщениях, так и звонках. В случае разбирательств такие данные помогут прояснить ситуацию.